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QO CEO COMMENTS IN THE FT ON THE ION BREACH
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QO CEO, Martin Greenfield, contributed to this strong_analysis
piece on the lon Markets attacks - outlining_how the impact
creates a "nightmare scenario for cyber security in Banking_.and
Fintech".

COMMERCIAL DIRECTOR, ALASTAIR DICKSON,
CONTRIBUTES TO FORBES' ARTICLE ON VENDOR
PARTNERSHIPS

Alastair explores with Adrian Bridgewater why too many
vendors use the term partnership too casually and how
that provides a misguided view on the supplier/customer
relationship.

"Forbes

CTO, GARY PENOLVER, CONTRIBUTES TO
ENTERPRISE TIMES ON THE THREAT OF
RANSOMWARE IN 2023

In this article written by Gary, he explores the
top threats faced by businesses and what the
top controls are that should be implemented
regardless of your sector.
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