
CSF 2 .0  WILL  EMPHASISE
THE IMPORTANCE OF

CYBERSECURITY SUPPLY
CHAIN R ISK

MANAGEMENT
(C-SCRM)  

CSF 2 .0  WILL  ADVANCE
UNDERSTANDING OF

CYBERSECURITY
MEASUREMENT AND

ASSESSMENT

CSF 2 .0  WILL  REMAIN A
FRAMEWORK,  PROVIDING

CONTEXT AND CONNECTIONS
TO EXIST ING

STANDARDS AND
RESOURCES

CSF 2 .0  WILL  EXPLIC ITLY
RECOGNISE THE CSF’S  BROAD

USE TO CLARIFY ITS  POTENTIAL
APPLICATIONS

CSF 2 .0  WILL  EMPHASISE
THE IMPORTANCE OF

CYBERSECURITY
GOVERNANCE

CSF 2 .0  (AND COMPANION
RESOURCES)  WILL

INCLUDE UPDATED AND
EXPANDED GUIDANCE ON

FRAMEWORK
IMPLEMENTATION

P o t e n t i a l  S i g n i f i c a n t
U p d a t e s

N I S T  C y b e r s e c u r i t y  F r a m e w o r k  2 . 0 :  

www.quodorbis.com

https://www.quodorbis.com/
https://www.quodorbis.com/

